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Abstract

People use “name" in general to reference things easily. In addition, one name may
refer to various types of things or objects (one name - many objects). For example, a
convenience store named “Family Mart" uses this single name for every branch.
Similarly, names are also important in all computer communication. Name services
have been developed to map logical names to physical resources. Tire structure of the
current name services is hierarchical for scalability. However, this limits one name
mapping to many objects. This paper proposes the new naming system called the
Intelligent Naming System that employs the concept of sets and trees. The technique
called One Name - Many Objects - One Result (ONMOOR) is proposed to ensure that
the result of the mapping is the intended object. Furthermore, the proposed solution has
been proved by theoretical analysis.

1. Introduction

Although things or objects can be identified in several ways. “Name” is globally used to
be an identifier. Names are also important in all computer systems. A name service is
used to map logical names to any physical resources. Several name services have been
developed for different purposes.

Global Name Service (GNS) [41 is used in an internetwork with a large naming
database that stores resource location and mail addressing.

Handle System [11]is a general purpose name service that allows a name to persist
over changes of location and serve for very large number o f entities.

Network Information Service Plus (N1S) 1101, developed by SunSoft engineering
team, is a name service for supporting management of basic network resources such as
workstation addresses, security information, mail information, etc.

Novell Directory Service (NDS) [2, 6J is a full-function directory' service based on the
1988 X.500 standard and provides a single, logical tree-structured view ofall resources
on the network.

NIS+ and NDS are both proprietary’ name service. Their target supports within
organization and management of basic network resources.

Domain Name Sy'stem (DNS) [7, 8, 9J is a name service for a world-wide computer
network that maps host names to IP addresses. In other words, DNS supports a variety
of hosts running on various operating systems and makes communication simpler by
using host names instead o f addresses.
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These name services have been structured hierarchically for scalability. However, we
found some features of each name service as shown in Table 1and revealed that most of
the current name services obtain some limitations and drawback.

Sharing Character ~ Anonymity
unique Support

name
Global Name Service No ASCII No
(GNS)

Handle System Yes Unicode No
Network Information No ASCII No
Service Plus (NIST)

Novell Directory Service No ASCII No
(NDS)

Domain Name System No {a-z, A-Z, No
(DNS) «9. -1

3DNS can use any octets, but the characters used in DN'S labels which
are a-z. A-Z. 0-9, and hyphen (-), form to DNS names.

Table 1 Features ofcurrent name services.

We classify the limitations of a variety of name services into 3 groups: uniqueness,
character support, and anonymity.

- Uniqueness

The logical structure of each name service is hierarchical. Therefore, each name in a
tree must be unique. The feature of sharing name is limited. This means that each node
in the tree must be named differently and point to information of an individual object.
Practically, using the same name to identify' many objects offen (recurs.

- Charcu ter support
Most of the existing name services were designed for supporting only ASCll-based
characters while die needs ofthose using non-ASCIl characters have increased.

- Anonymity
Anonymity is normally used to protect the privacy ofthe objects. The name service
structure is hierarchical, so that it is easily traced back to its ancestors in the tree.

Although, there are limitations as mentioned above, this paper will mainly focus on
the limitation of uniqueness in the name of an organization that consists of many
divisions. Hence we propose the new naming system called Intelligent Naming System
INS).
( Th)e INS is explained in Section 2. Some examples of the output from the simulation
of INS are shown in Section 3. in Section 4, we prove this new architecture by
mathematical theory. We discuss our work in Section 5 and finally, we give our
conclusion.
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2. Intelligent Naming System

The main purpose of designing INS, referred as SNS in [5, 3J. are targeted to
organizations with several faculties or divisions and each divisions is required to share
the names which perform the same functions. Therefore, obtaining one accurate result
from mapping one name to many objects is considered.

We suppose that a university name “Prototype University” or PU consists of 4
faculties: Engineering, Medicine, Science, and Nursing. The structure of PU with 4
faculties is shown in Figure 1. Each faculty consists o f 3 offices: Academic Affairs (AA),
Human Resources (HR), and Planning & Finance (PF). Though these offices have the
same name, their faculties are different. Each office of every faculty performs the same
tasks. For example, the office of Human Resources at Faculty of Science performs the
same functions as the office o f Human Resources of other three faculties. |f we can refer
to the name “Human Resources” for every faculty, it is clearly understand and easy to
remember for everyone. Furthermore, using a single name for the same task in different
faculty helps the organization maintains its unity.

I*l

Medicine Science Nunsing
L
e

Academic Humnan Planning & I
Affairs (AA) Resources (HR) Finance (PF) |

Figure !: Prototype University' and faculties.

2.1 The Structure of INS

The INS structure [5. 31has been designed under the main consideration of each name is
abic to be shared. Ill summary, the global name space is a hierarchical structure with a
single root at the top. The structure o fthe INS employ's the concept o f sets and trees. A
global name space can be represented as labeled nodes. A global name may' logically
identify' not only a single nixie, but several nodes in the tree. Each global name is a path
in an inverted tree and may point to information of individual object, or a set of
information ofindividual objects. Figure 2 illustrates the logical organization ofthe INS
in the sense of a global name able to be shared. A single root at the top is named as
“PU" and other global names are the path in an inverted tree. For example, “hr.pu” and
“maths.sc.pu” are the global names. In Figure 2, die new structure provides a sharable
name such as hr.pu from the left branch would map human-resource object at Faculty' o f
Nursing (obj1) and hr.pu at the right branch maps human-resource object at Faculty' of
Science (obj2). Therefore, if we call hr.pu, the result provides a set of objects: {objL
obj2j. This means that the INS maps each global name to a set of objects. In addition,
the objects can be referred by using global names in 3 different manners as follows:
1 Fullnameis apath the inverted tree such as hr.pu.
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{Nursing) iScrencel

Figure 2: Tile organization of INS.

2. Combination of global names is a combination of some paths  the tree such as
hr.pu:hr.sc.pu. Normally, it is supported to a giobai name which has mapped the
object from one path in the tree and required to refer to other global name. For
example, hr.sc.pu is a giobai name that maps the object (Ohj,) and for easily
remembering. Oh/, maps to hr.pu. Hence, both global names map the same
object.

3. Global names with a keyword are a global name following by a keyword such as
loc for location. For example, hr.pu:loc(a-science is a global name located
Faculty o f Science.

Additionally, the query name, which is a global name, has been defined in [5, 3] to

support both ASCII and non-ASCII characters. Therefore, the limitation of character
support mentioned in Section | has been solved.

2.2 Active Components

INS is a client-'server model. Figure 3 shows the INS protocol design. There are 3
significant components: INS client, INS serverand INS communication.

INS client INS server

l Appircation ]

A
LTEN answer
mcoded INSMP wal filterny
Query mechanism

v

[ INSR ] |

Py 1

object (s)
UTF-8 encoded name

Figure 3: The IN'S protocol design.

1 INS client consists o fan application and INS resolver (INSR). INSR is a function
that accesses the INS server to query a name tor translation. Normally, the INSR
is a part o fthe application.
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2. INS server contains an INS mapping process (TNSMP). The INSMP is a process
with a filtering mechanism to determine a mapping from a query name to an
object.

3. INS communication is an INS message (LNSM) which transmits queries and
responses between client and server using TCP. The INSM proposed in [5. 3]
using TCP is guaranteed that packets wall be delivered to the destination in the
proper order. Thus, transmitting data is reliable. The detail of INSM can be found
in [5, 3Jreferred as SNSM.

The INSMP with filtering mechanism ensures that the result to a client would be the

right unique object. This technique is called One Name - Many Objects - One Result
(ONMOOR).

2.3 One Name- Many Objects - One Result (ONMOOR) Technique
2.3.1 Global Name Properties (GNP)

The GNP is closely related to the filtering mechanism. Therefore, we defined a global
class (Gcelass) and user class ( class) in [5, 3]. Gclass stores the information of each
global object. Each global object contains 6 attributes: <Gname, Gobj, Glocality.
GcerDale. Geount, Gtype>. Gname is a global name. Gobj is an object which relates to a
global name. Glocality’is a location that stores the object. GcrDate is a creation date of
the object. Gcount is a total number of the global name queried. Gtype is atype of the
global name whether being a leafor a Dixie. Uclass stores some information such as
location. The relationship between the global class and the user class is shown in Figure
415,3j.

Uclass } Gclass
Lol ey Cneme
Ulocality 0 ll
Glocalit
1 it Gchatg
Geount
Gtype

Figure 4: Class diagram of User and Global and their relationship.
Tile example below refers to Figure 2.

Example : A local name server is "pu” and stores Gclass.
Suppose that Gclass contains six attributes: <Gname, Gobj, Glocality. GerDale.
Gceount. Gtype>. The following table shows the data stored in Gclass

i Gname  Gobj Glocality GcerDale Gceount Gtype

lhr.pu objl Nursing  2002-01-12 & Lf

ihr.pu obj2 Science  2001-06-28 2 Lf

iSc.pu obj3  Science 1999-08-11 8 Nd
1

. ]

! !

jnurse.pu objx Nursing  2000-09-07 % Nd
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addition. Uclass contains two attributes: <Uohj. Ulocaliry> and the example is
shown below:

Uabj locality
Uobijl

2.3.2 The FNS Mapping Process

The responsibility ofthe INSMP is to find the solution. This can be a unique object, or a
set of objects. When a client queries a global name (gi'gy. 14 gk) at a local name server
(AJ, and X docs not know the answer, a process to decompose the query into subqueries
(igl, g2, t;tl) is invoked. Then, A'asks these subqueries to aroot name server (7). T
refers to its child for each subquery, or each name server which has been delegated. The
name servers are queried to determine a mapping from each subquery name to a set of
objects. When each subquery rerums, a process to intersect all subqueries is invoked,
and gives the answer (/-\Ng).

The algorithm to obtain the solution is elaborated as follows, and illustrated  Figure
5,

Fiitariny I'rocess

Figure 5: The INS mapping process (INSMP).
Algorithm of INSMP

Let A'he a local name server which is located nearby the client C.

Let Fbc a C'slocation. Fobtains from A's location.

Let Thearoot name server which stores information of other name server been

delegated. _

1L queries a global name (gi'gj'- ...Zgl) *0 X. While A'receives a message from c. A'also
stores Y.

2. A'decomposes the query and forwards each subquerygl. gz, ... gkto T.

3. Treturns aname server, 1 foreachg, to X.

4.A queriesgj. 9" g toname servers: Ui. 2. , Uk-respectively.
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5. ,resolves g, by either returning data held ot) , or querying the set of name servers
that has been delegated. Additionally, each , returns the sets of objects found (ans,)
to X.

6. ANS is the intersection ofall sets ofobjects {ansl, ansz, .... ansa).

If{ANS = jObji, Obi2, ~ Obj,} then
Call FilterProcess
F.se if AN'S is a unique object then
A'returns ANS to ¢
F.lse A'returns "no result” to c.

Algorithm of FilterProcess

1. Use Quicksort algorithm to sort ANS ({ObjL Ohj2 .... Obj, J) based on counting

factors: location and creation date, respectively.
2. A'takes Fcomparing to Obj, in sorted ANS (SANS).
3. If one object (Objy) in SANS has a location as Y then

Return Obji to
Else if no object in SANS has a location as F then
For each object in SANS
Find Qbj: with a latest creation date
Rerum Objj to C.

Using Quicksort in FilterProcess algorithm reveals that the expected time of sorting
elements is 0(n log ) [I], and the comparison between the location or latest creation
dare and ANSis O( ). Thus, this algorithm requires the expected time in 0(n + log ).
So. the complexity is 0(n log ). The reason for choosing object with the latest creation
date is based on obtaining the new and up-to-date object. However, if the answer after
filtering does not satisfy the client, the whole answer list on the basis ofthe number of
accessing each global name, can be presented. We define IDT to he the frequency of
accessing each global name. The HIT comes from the Gcount attribute in Gclass. Then,
the higher the value 0f Geount IS the more objects are queried.

Using the example of Gclass and Uciass described Section 2.3.1, the above
algorithm gaIDSthe following results:

Example /: Suppose aclient at pu queries "hr.pu” to its local name server "pu”, the ANS
returns {0bji. 0bj2 L Therefore, the FilterProcess is invoked and the final result is ohjl
because no object in ANS has the same location as the client. Then, the algorithm
chooses the latest creation date oftile object in ANS and returns only one object hack 10
the client.

Example 2: Suppose a client at Faculty of Science queries "hr.pu” to lts local name
serrer “sc.pu”, the ANS returns \objl. obj2). Therefore, the FilterProcess is invoked and
the final resultis 0bj2 because obji has the same location as the client.3

3. Implementation

We have simulated a clienUserver program as a prototype of INS and show that INS can
be worked properly. We have written an INS finder program used to resolve queries.
Suppose that "pu" and “sc.pu” are name servers The following examples show that the
global names map the documented filefs).
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1) A clientrequests a query name that a local name serrer “pu” can resolve it.

When a user or client requests a query: "hr.pu’\ the user can choose whether
“Result” or "All Results” button to get the result. 1f the user chooses “Result”,
the output will be only one result as shown in Figure 6. If the user chooses “All
Results”, the output will he a list o fresults as shown in Figure 7.

Query hr.pu v ResuB All Results

;tpulhuman_ esource doc@pu

Figure 6: A single result o f*hr.pu”.

Query hr.pu v Result AHResults

Iputhuman_resource.doc@pu

gilijma je source doc@niirse
thrthuman_resource.doc@science

Figure 7: The multiple results of “hr.pu”.

2) A clientrequests a query name that a local name server “pu” cannot resolve it.
Then a local name server sends this query' to other related name server that bas
been delegated. The result shows in Figure 8.

£
i Query maths.sc.pu Result M Results
| tm3ths\matti_curficuium doc@ science !

Figure 8: The result of “maths.sc.pu” located at Faculty o f Science.

3) A client requests a query name with specific location and the output shows in
Figure 9.4

s EN @ AN ILid 1l
Query hr.puiocittnurse »-  Result AHResults
teurse\hunian_resource.doc@nurse

Figure 9: The result ofa specific location.

4) A client requests a query name with a combination of global names and the
result shows in Figure 10
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fr Query hr.pu:hr.sc.pu Result  Atl Results

1'htvilimanresource doc@science ]

Figure 10: The result ofa combination ofglobal names.

4. Theoretical Analysis

As we proposed INS to provide the sharable name property, we also prose this new
naming system that can be implied theoretically. The structure of INS is explained by
the following definitions.

DF.FINITION 4.1 Leta be asetofcharacters and ris a string defined by
T=a

DEFINITION 4.2 Let /Name (a special node) be the top ofthe tree and let vName be

any nodes labeled by 1. Let N be a hierarchical name space consisting of tName and
vName as shown in Figure 11

N
¢ Name

vName
<_

Figure 11: A Name space V.

DEFINITION 4.3 A global name g is a path in aname space N such that
g - <v.Name,><d!><\Name!><dl>.. <tName><(il>

where  [.Xiune is the top ofthe tree,
vName, is any node in ,v (1<i<n.ne /),
YSamed, is a leafnode IN Y,
tli is a delimiter character

DEFINITION 4.4 Letf. beafunction of O'XI into O and let The a subsetofG 'L
and J{T)called "jJof T s defined to be the set ofimage of elementsin T. In other
m =itix=//g. 0.tc06 C*L.x 6 0}

DEFINITION 4.5 Let fdbe a fimetion of G X-Dinto Oand let VbeasubsetofGyD
and fJX) called “fjof V" is defined to be the set ofimage of elements in V. In other
fIV)" xIX-/lg. d\.(g.d)e Gx ,Xe0;

Remark: It is obvious thatf:<T).fjV) ¢ O.
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DEFINITION 4.6 Let - (V.G.0./.D.Z)heanaming system
Where N is aname space,
Gisasetofglobal names: [gi.g ... e,).
Oisa setofobjects: {Ohji. Ohj;.....Objm).
L is a setoflocations: {/. L......,},
D is asetofcreation date ofthe objects: \ ;. 2. 1,
Zisasetoffunction of Tinto 0 or asetoffunction of I'into 0
denoted by
z -[AT) SJIX 10-

Remark: I1f5 0, then zfQ

DEFINITION 4.7 Let o be @ combination of global names (g~ §: ....Ji)and
Dc—(gi.g:...0i) isasetofglobal names. Drc G.

DEFINITION 4.8 Let r be arequired object ofthe userif and only if r - fig. /) or
r=Ug. d).

THEOREM 4.1 Let r be the required object ofthe user. ThenrtZ .
Proof Letr bethe required object of the user,
then r —fig. Aor r-fig. ).
3(g. /) 6 Tor3(g. )fcK
Assume that r £ Z then
case 1. it does notexist (" 1) e T suchriiatr-fig. A-
Hence, ris not the required object.
case 2. it does not exist (3. ) e V such thatr —ffg. ).
Hence, r is not the required object.
Thus /o6 z.

THEOREM 4.2 Let Rbe a setofthe required objects. Let /). - {g, 1<i <kf.

I), e G. Ifthere exists §, 6 ,then R 0.

Proof LetR be a set of required objects.
Let , - §, Ik/<*}e e G
Given '€ ,then3r6 7
such that C - fig. Aor -fig. ).
then cis a required object.
By theorem 4.1. we have e R

Theorem 4.1 shows that a required object must be in a set function (Z). This means
that if we request a global name (g) with a location (A or creation date ( ) in a naming
system (), Wew ill obtain the object.5

5. Discussion

The INS provides a facility for mapping a single name to many objects. This feature
fulfills a need of many organizations with any divisions to maintain the unity of their
organization and ease anyone to remember one name regardless o f what the objects are.
The INS structure employs both sets and trees. The property of tree helps the
organization to remain scalability. This means that even as the number of objects
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increases, the protocol remains effective. Additionally, the property ofthe set provides
one name is ahlc to refer to many objects.

INS uses a client/server model. Generally, messages sent and received between a
client and a server can be TCP or UDP. UDP does not guarantee that messages reach to
the final destination in proper order. TCP. on the other hand, is a stream communication
since the unit of data transferred is a sequence ofbytes. When each client connects to a
server and the connection is established, a new thread is created. Using separate thread
for each client, the server can block without delaying other clients. The fNSM needs the
data sentand received for applications to be reliable. The unpredictable length of data is
important. Without using TCP. a module to provide reliability must be provided. Using
TCP which is a standard transport layer protocol will take less overhead than adding a
new reliability module. Therefore, the INSM  th TCP packets guarantees that the data
delivered between client and server will not be lost, especially the INS response data.

The INSMP with filtering mechanism allows users to obtain the correct objects. The
time complexity of the filtering algorithm is Ofn log ). The algorithm allowed showing
the whole answer list on the basis of HIT for making the INS more flexible. The
implementation of the INS prototype shows that INS can be worked properly. Finally,
the definitions and theorem ensure that INS can iunction as designed.

6. Conclusion

Names are used to refer objects and name services are fundamental sendees of all
computer networks. —Various naming systems have been designed. Most of their
structures are hierarchical where each name maps to one object. This paper proposes the
new naming system called Intelligent Naming System (INS). The INS architecture
facilitates a single name mapping many objects while still obtaining one result.

The assumption is that an organization with many divisions and each division uses the
same name for the same task to maintain unity. The current name services are
implemented in a hierarchical structure. This structure contains a simple parent-child
relationship which provides a unique name. The restriction assures that a name uniquely
identifies a single leafin the tree. Names at the leafnodes of the tree represent individual
objects. Thus, it limits names to be shared.

The new snucture. on the other band, employs both the concepts of sets and trees.
Hence, names at the leafnodes may not represent individual objects but a set of objects.
The structure allows for one name to be shared. However, mechanisms exist so the
correct object is returned to the client- The INSMP with a filtering mechanism based on
user location or creation date and IlITs. has been proposed to find the required object.
The implementation ensures that the new naming system can he worked. Furthermore,
the theoretical proofofthe INS' function has been presented.
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ABSTRACT

“Naine" is an important identifier that is used globally. Without
names, people cannot indicate things easily. - However, m the
real world, people ma) warn to use the same name to_identity
main object* such a* a.umversm{ uses the same university name
for every campus. |Lifortunately  ’ this need does not fully
support™  «lieexisting naming system in die Computer world, if
we consider seriously, we will find mat there are three
limitation." and drawback of the current naming system:
uniqueness, scalability, and anonymity has been occurred.
Therefore. this paper proposed a new arch itecture ofthe naming
system called Saarabk’ Name System (SNS) that, solves ail
limitations of the current naming system, supports and
maintains die imhy of the orﬁanlsatlpns Using one name for
various objects. s, Using this architecture tile limitation for
setting names win be eliminated.

Keywords; Naming System and Unity.
1. INTRODUCTION

"Name" is @important identifier that is u>ed globally. Names
are used to share esources. to uniquely idetriiy entitle*. to refer
~ locations, and so  fl?j. bi the computer world, a vast
interconnected coikcnon of I  v-omputepi called Internet,
needs }- vV to refer » the addresses. An open prmtvol
standard-. TO™IP protocols are comforted machings from
anywhere to communkaie Standard and non-Standaid
application protocols have been developed tor service*
especially, name service which is a fundamental service to all
computer networks. We describe a variety of name service in
section 2 and conclude limitations and drawback of them in
section 3. We propose the new naming system called Sharable
Name System <SNS' which address “the limitations and
drawback of current name services. This paper contributes for
the name_service that can be shared; one name to many
objects, i section 5, we discuss CHT work. Finally, we give our
conclusion.

2. RELATED WORK

2.1 TCP/IP Protocol

The TCP IP protocols [6; i41 are the open protocol standards,
freely available and developed independently from any specific

o/

computer hardware or operating system. It provides the
technology that glues internet logeher. TCP-IP protocols arc
facilitated machines from anywhere communicated. Standard
and non-standaid application protocols have been developed.
TCP IP protocol suite contains the standard application protocol
for services like file transfer, remote login, Slid electronic mail.
Fir example, a file transfer client uses the standard FTP
protocol to transfer files between 2 machines, a remote login
client uses the standard TELNET protocol, and an electronic
mail client uses Lite standard SMTP or POP protocol to transfer
or access email. Most network managers choose standard
application protocols when the existing protocols Suffice.

2.2 A Variety of Name services

Name Service, a fundamental service to all computer networks
is used to map physical resources so logical names. Several
name services have been developed.

2.2.1 G1 %al Name Service (CMS)

In 1986, Glohal Name Service (GNS) have been designed at the
DEC system Research Center 1 to provkies facilities for
resource k>ealkon. 3*ail addressing and authenticaTior». It was
designed on the basis of Grapevine [3] and Xerox
ckaringheuse [12] including these requirements such as large
>yic. long life, high availability, fault isolation and tcknance of
mistrust, The naming database in GNS composes of a tree of
direcrories holding names and values. ~ Each directory is
assq.ned d- integer value, which semes a* a unique directory
identifier (Dn. GNS successfully addresses the need for
scalability and re-confeirabilhv ‘with the exception of the
solution adopted for me(gln? and moving directory Trees |4, 16].
For example, two previouslv separated GNS services may be
integrated with the introduction of a new root above die two
existing roots. The well-known directory' tables aie used to store
tile previous directory identifiers and remap to the curreni real
root directory of the naming database. Whenever the real root
of the naming database was changed, all GNS servers are
intermed of the new location of the real root. In a large-scale
network, reconfiguratkm may occur at any levels. This makes
the Table grow rapidly, ecuflirts rib the scalability goai

2.2.2 Handle System

Handle Sgstem [1%. a general-purpose global name service and
developed by CNR1™ (http:/lu'w\v.cnrijesina.\a.us), allows
secured name resolution and administration over the Internet. It
is a persistent name service such dial the system allow aname


http://u'w/v.cnrijesina./a.us

LO persist over changes ot location, oumership, and Other
network state conditions. Additionally. it serves Tor very Iar%e
number of entities and allow administration at dit* name level.
hs structure is hksaix&R'dl. The disadvanrage of this system [2]
is the effective use requires users install the special browser
souvs are.

2225 Network Information Service Plus (N1S+)

The Network information Service Plus iNLS¢) [13], a
proprietary name service and targeted within organization, war.
developed by the SunSoft engineering leant It stores

fonnatton about workstation addresses, security — formation,
mail  formation, Ethemet interface. and network services m
central locations where a0 workstations «| a network can access
It The name space is hierarchical and able to divide into
multiple domains.  NIS* focuses on making network
arfiiiini&ration more manageable over a variety of network
information.

224 Novcll Director) Service (NUS)

Novell Director) Service (NDS {L 8] was rutraduced tn 1993
IS a method 0f managing Netwaré networks. It supports
management of bask’ network resources including applications,
services, and other information concerning the network. NDS is
a fuB-functksi directory service based on the 19-  X.500
standard and provides a single, logical tree-structure view of all
resources on die network.” ‘Toe” protocols used ia NDS aie
primarily proprietary.

2.25 Domain Name System (DNS)

Domain Name System (DNS) W.as.designed in 1984 and
specified 0. [9. lj% DNS s a distributed database biased on
the TCP IP Frotoco. NS maps human-readable best names  »
numerical Ip-addresses. The database structure is strictly
hierarchical. A name such as sc.chula.ac.m has a structure as
shown d Figure .

As the variety of naming systems referred above, we summarize
die features of each name service in Table 1 and found then
iirnkdiions.
3. 'IMITATIONS AM)DRAWBACK OF
VARIOUS NAME SERVICES

Since the structure of each name service referred in Section 2 is
hierarchical. ~ of then» have the limitaiions and drawback
hat we categorize into 3 groups: uniqueness, scalability and
anonymity. - .

[ titjueuess: The structure of each name service is hierarchical,
therefore each name in a tree must be unique.

cam
e

Figure 1 The organization of the DNS.

SealabBin- Most of the existing naming system was designed
for people from a single language (English), not other
languages. ] , ,
Anonymity. It i sometimes necessary to say things
anonymous[Y 15]. Die name service structure is hierarchical so
tha? it is easily traced back ' its ancestors o the tree.

In order to solve these limitations and drawback, hence we
fgopls>)se the new naming system called SharaMc Name System
NS).

4. THE NEW NAMING SYSTEM

Our main purposes for this new naming system are Targeted in
and between organization and die protofype maps names T0
objects. Additionally, each name is able to be shared.

4.1 System Eovirooment

Our system environment is considered based oo the real world
organizations with more than one office locations. for
example, the company of Thai Airways Interna.tlonaﬁ has offices
around the world under the same name mat is "Thai /Vins3)

pemationaT. The other example is an academic organization.
Prince of Songkla University (PSU). this university has 5
cam Euses located in different provinces that are HatVai. Panani.
Phuket, Suranani. and Trans. Figure 2 presents trie structure of
PSU which shows that each locatioti consists of 5 divisions:
Storehi'ni”e (Si. Administration (A), and Piuman Resource (UR)
division's-  Although these di'iMans have the same name hut
their location aie differeul. Each division of every irval ;
pedumK the same tasks. For example. the Arimfrustration
division ai Ha:Yai has Lite same functions as Admini !lation
divisions 0? other bail campuses Thus, everybody cart clearly
understand and easy *remember. 1.C: . consider documents
flow around everK campus, of PSU. If HatYai camﬁus calls the
student ininrmahon system as Student File while Palum,
campus calls the same System as Student Infor, the confusions
can_occur for outsiders of These organization . Therefore, T0
avoid ibis confusion, every documents of the same type of
mfoimation should use the same documentname. Thus. using

Table 1 Features of the existing name service.

Sharing unigue name Scalability Anonymity
Global Name Service (GNS) No Yes/No* No
Handle System Acs Yes No
Network Information Service Phis (N1S -) No No No
Novel! Directory Service (NDS 1 No No No
Domain Name System (DNS) No Yes No

INot scalable in large-scale network when merging and moving directory tree
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Figure 2 Prince of Songkla University and campuses.

the same name for the same ‘ask or the same <*bjeci helps PSil
maintains unity of its organizations.

Therefore. the system environment mat will be taken into the
consideration of this research i< an organization Lhar consists of
many branches with the same name and ever?/ same type of
vkH-umen? uses the same diX'umen! Daine as well. This situation
is calk’d "one name - many objects - one 1 " (ONM(K]R).

4.2 Problem Statement

Considering tile situalien of a person who wants to contact a HR
division of PS or looking for a student information of PSU.
the problem thal arises is "which location (or document) is die
right place {or do*culiient) for thai perscaT’. Usillg 3 computer
searching system like google.con'.. the user Will obtain more
than oné answers &? a Search result- and the user may not he
salistléd according to tone ansunttDg in searching for die right
«10. Therefore, solvmg tile problem of "one name - many
objects  otic .9 Fon" %o serve the use: need' is a challenging
problem.

Since there are many naming systems ill the IT world, those
systems normally implemented hi the hierarchical structure and
each vt must be named dif'eremh  Therefore all existing
naming systems Cannot solve 'he problem stated above.

4.3 Principle Design concepts

Nopually. Catll organization would have a standard which leads
he questions. We fuXiid Jj; , CAittng : 0sers ices aie
Lable if*solve them- {"Ueréforc. v-.cproi)ose anew name

" "Vve bae A on j ciiv-nt ' .| or model Called 5harable Name

>erv jce 5SNS). JCSNS ISdesigned on the bav.s of DNS and

requires the server hold.

- Ncalability: #* will ‘'em-lin effective when there is a
significant increase  Ihe number of resources and the
numberofusers. . .

2. Decentralize administration via delegation a domain can
divide into subdomain. Each subdomain or delegation is
responsible for maintaining all the data

3. Opacity: the u>e of 3 name conceals from die user location
m objects. Location opacity enables resources to he
accessed without requiring knowledge of their location.

4- Efficiency: r. is a distributed database with hierarchical
structure that allows different pans of the naming database
io be maintained by different entities. Additionally
gachmg obviates the query that cannot answer locally and
need to query other servers.

4.4 The Structure of SNS

5

The global name space is a hierarchical structure with a single
root at the top. Each name 15 path m the global name space.
The objects are the global names that plaint to information about
individual objects. A hierarchical structure of the SNS employs
the concept of sets. Figure 3 illustrates the logic organlzatlon of
the SNS ci the sense of a global name able so be shared. A
single root at the top in Figure 3 is named as "PSU" and other
llode?: in the tree are global names. A global name may Iogmal%
identify not only a single node, but odes the tree. Eac
global name may point to information about individual otg.ect or
a set of information about ~ dividual object. This meaus dial the
SNS maps each global name to a set ofobLects. Forexample, in
Figure 4. the new structure provides a sharabie name such a
sior&psit from the left branch would map storehouse a; HatYai
nbjl) and sfrrv.psu at the right branch maps storehouse at
atfani iobj2). However, if wecall ) “psil, the resuh provides
a set ofobjects: {obji.ohjlL.

Stwie she

HatY an l"::y\

ST LN wachouse buzom g

&

Figure 3 The organization of SNS.
4 The SNS Message Protocol

TCPTP protocol sui contains standard application protocols
for servies. However, the existing standard protocols do not
Serve need for sharing names. Therefore, we have designed a
new ptoTocoi called SNS message protocol. The SNS queries
and responsgs, are often contained within TCP packets
Communication m-adc the SNS protocol is carried hi a single
format called an SNS message. AH messages - hoth queries
and responses  arc divided Into ? sections: Header. Question,
and /Answer section as show in Figure 4,

1 he header .section contains fields specified whether a messaﬁe
is a_query or response. and also specified which of the
remainLig” sections ‘are presented. The ID field 1S an S-bii
idennficr. The fg > a I-bii field tilat S1pe0|f|es whether this
message is a query H|E<.or a response {‘) he Opcode is a 3-hit
field that weilles a kind of query  this message.

The RCODE i 3 -4bit field with the return code. The values
have the follow ing interpretation

0 Noerror condition ,

1 Format error  name server cannot interpret the query.

2 Server failure - name server cannot process die query.

3 No' implemented - name server does not support the
requested guery type.

4-15 Reserved for future use

The next two 16-hit fields specify the number of questions and
the number of answers respectively. For a query. the number of
question is normally 1 and the other field 15 0. For a reply, the
number of answer is a? leas? i.

The forma? of the question section is a query' name. The query
name is a %Iobal name being look up. It 1>a sequence of one or
more bels. The query name field (QNatne) LS stored in
Unicode. Each Unicode character is encoded in UTE-8 (UCS
Transformation Formas). Each label is a length and a number of
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Figure 4 The SNS iA?ssage Format

byte per character followed by the number of characters. The
name terminated with a byte of 0. The followmg examples of
global names show how they are stored.

A global name “store.p " is Stored as follow:

51
e 31 p 1 0

r
The other global name is 1 ft > stored as follow:

43 1 33 0

The ias: example shows a Thai global name which Uses non-
ASCII characters.

The globai name ilia: is able to stored in Unicode expands to
encompass various languages not only T.nglish, Therefore, the
I|r{1|teét|on* of \C ability as we mentioned previously has been
solved.

The answer section may contain one of more records called the
SNS records. ic number of records is specified in the
corresponding field in the header section. Taeh SNS record
contain* name, time-to-live. SNS data length and SNSDATA
field Figure 5 describes format ofan SNS record.

The name field is a global name which SNSDATA
correspond*. The line field has a same format & described
query name field. ) —

~Tile time-to-live held fITLi is die 16-bit field that
spécifie* the time inter.al'  seconds) that rise SNS reeved may
be cached hefore it } » id be discorded.

Name
7
Time-to-live
SNS data length
] SNSDATA

Figure Formatof SNS record.
The SNS data length specifies die amount of SNS dat3.

60

The SNSDATA is a variable Ien?th suing that describe the
global name varies according to a se ofobAects me delg The
two important attributes: location and created Date.

4sA Query and Response example

The following query' and response illustrates name server
behavior. When a client queries a global namc”s 2.¢.psu” to a
name server, the question section is stored store.p*u. The query
message format may look like:

Header O&code- querv
Question  QName - store,psu
Answer  <empt>>

The response may be:

Htrader QR - Response. Opcode - query

Question QName - stare.psu

Answer stare.psu 86400 17 objj. Ha! Yat 130i2(xH
store.psu 86400 1S obj2 Paitani G5G32062

4.6 Active Components

SNS is a client-server architecture; therefore file active
components are name servers and revivers. Resolvers are the
clients that access [UW servers. Normally, a Itsc*lvor is a part
id.an ap)pllpatlve. A revolver queries a name servei to map
naing* 7objects. T.he concepts of *ets and trees arc Provioed for
name to object frAPLIIICH. Fach tree contains node* which
resolve . a set of gbjects or may refer to other servers. A path
through ie- tree nates af a node. The *c: of objects
combined Thai in the node +* returned a* the result of the path.
The querying type should be one of die following types: hi::
path Such J~ a global name: siDte.psv or a combination of
global names; storepsv:warehouse, hatyai.psu. and some parts
of the path such & ssom.psu:iodpiharyci. The path
store,psuwarehouse. hatyai.psu is a set 0 paths.

Before we explain the resolution process, let US take a closer
look at Global Name Properties.

4.7 Global Name Properties

All objects usually use names to indicate what they are. The
objects may referas documented flics, linages, addresse*, and
50 on. Kach name has hs properties an ceda_ml¥ has an
!dentl_te/..Our.work progpses asharable name for objects, so that
identifying die right object is very jmportant issue. Therefore,
we define a %I_obal class (Gclassi 10 stoic Lhc mformatRmi of
each global object. Additionally, user class { class) 1s defined
to store some Information suchi as localation. We also show a



relationship between the global cla>s and the >er eias> hi
Figure 7.

UcGsf e (:
0hj query (iname
.'U>od;iv GGQ%
. SLINty
I ./ GerDaic
T

Figure 7 Class c"gram of Userand Global
and their relationship.

I-class stores one or the important at;ribtites called iilocalits
which i a value of client location. Gcelass stores Gname. Gobi.
Glocal|tY.GetDate. and Gtypc. Gname ISa global name._Gobé is
an object lita? related to Gitame, GUvcah-y v a value of it elob.il
object localion. Fvery time a global name is queried. Geoijilt G
herea-ed by !. Gooum ‘Aill be set 1i*0 at the first time Gname is
created or when nme-uvUve (TTL) IS or I. Gtype attribute
SRIEQIf_IeS whether a global name is a leaf Dixie tLT) or a node
(Ndi in the global name space. Normally. a locality attribute
in t*class cornes tarn a localk'u of a local name server that a
Client queries a global name. Each name server will store
datahase of Gelais. Fvery Time a new object is created, its
tnforma?it*3 will be stored alter registrarion process

Hie example below refer to Figure 3 ,
Example a local name server LSpsu and store.’, Geia>

, Su?plee that Golass Conrans SN attributes: esGnamc,
Gohi- Glocality. createDaie. GeouiiL Glype>. The toHow hig
Uibie show  the data stored in Geld-"

Gname  Gobi Gle-ality  GerDaie ~ Geoun: extope
store-P>1  eb|  HaYal 1301-2001 g i
sore.psu bhi2  Pattaui  05-03-002 It
hiTyalps  obj:  Hdtvai DN Nd
[phiikei.psii  ibj\  Phuket E iNd

hi addition. idew contain> :\‘o Jtribute  -Gab;.

(ucaii;y and the example Gshown belowt

L Lo oty .
i Uohj: j ikt-Vai i

4.8 Rvoulution Process

Tae resolution process in Figure 8 gives the ANS returned soa
resolver either a unique object or a set of objects. Ultra.*foie, a
local ame server invokes a fdterbg mechanism to guarantee a
client to receive the right unique object on the basi.v of location
or created date. The resolution process explains as follow:
| et Name server X be a local name server.
| A client requests a query to name server V.
While name server X gets a message from a client, name
serve* A also gel and”stores a client information such a
locution. .
2. Name serve] A decompose each  buerv Q. flx ..... ).t
name server B

3. Name server 3 returns other name server of each subquery
)X.
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4, %qme*server.uneries a-. Gj. Qi..... oc to name servers {,

5. Fadl name server (Cj. Cj. Ci, ... CNfresolves its subquery
by either returning data held oil the name server or query ing
the Set of name servers that has been delegated. Each server
returns die sets of objects found ( ) to name serverl.*.

6. ANS is the intersection of all S0 of objects {am ¢ ;...

W ,
If.ANS is a act of objects {0 hj LOE.....Obj,; then
_Call FiheimgProee
Eke if ANS isa umgue object B
Name server A returns ANS to & ciierr

Else
Name server.V returns "no result*™ to a client.

Figure 8 The new resolution process.

The algorithm of FilteringProoess describes below:

Use Quicksort algorithm to sort ANS ¢ovi o viymn

0bf3) based on counting factors: location and created date,

respective Sy.

Name server A iake> a client location comparing to the

toediioa of each object in sorted ANS

Ifeme object {0 hjj in sorted ANS has a same location
ar?achent

_return Obj. to aclient
Fisc if there are a set of abjects iyUhji. 0 bj....
0bjJ) orno object in sorted ANS has d same
location as a client
ihcii o
To: each object in sorted ANS
Find obj.. with 3 latest created date
Return obj; to 3 client

This algorithm requires the expected time in Ofn log ) ©
that. the complexity |s_Ofn.I0% )- The reason for choosing ~=
latest created dale object is based on the human nature —
loves ) get the new ‘and up-to-date object. However, ifu_
answer after filtering does not satisfy the client, the user can S<
for the whole answer list on a basis of hit. In this case, ou

comes from the Geount attribute ~ Gclass. The more value in
(icouat is. the more that object is queried

Using the example of Gebss and  class described in section
4.7. the above algorithm gams the follow ing results: )
Example /: Suppose a clicm at p- quer;es store psu to U b
name server Ap . the ANS return [obji. ob»2 J. Therefore, the
FiltenngProcess is invoked and the final result is obj2 because
no object hi ANS has the same locatif) as the client and the



algorithm chooses the laies created date of the objets in ANS
and returns only one object back ' the client.

tixample 2: Suppose a client at HatVai queries store,psu *ns
kva! name server “lialyai.psu**. the ANS returns lobji. obiz;.
Therefore. the FiheviugPnxv s invoked and the trial result ts
«hjl because obji has the 3ante location as the client.

5. DISCUSSION

The SNS LSbased on (p IP B[otocol and provides facility for
mapping one name to many obice 15 This feature fulfils a need
of mans Oiganvalions whh many branches to maintain the unity
of its organkarion and case anyone ro remember one name
regardless of !lat 1he objects are. As a result, we_expect that
‘lie SNS can be implied to use not only in any organisations, but
also @ hammer such a referring 10 any web pages that may use
the same name but different locations an<i FTP applications.

The structure of SNS employs both so* and trees. The proper;
of tree helps The organization remains, scalability. This )els,
the increasing of the number of objects remains effective.
Furthermore. the g_roperty of set provides one name can be
refened to many objects.

The filtering mechanism gquarantees users to obtain the right
objects.. The time complexity of the filtering algorithm is Ora

log ).

Die SNS message protocol the; uses Unicode characters
desigiied < serve a need of namm% objects both ASCII
characters and non-Asc il characters. This property expands to
encompass various languages. The SNS queries and responses
are_conlaDied Within ™ " packets TO quarantee that the data
delivered between connection** does not be lost. especially the
SNS lespoused data.

6. CONCLUSION

Name™ are used gh'b_allly and name sér*ices are fii-hianeru.d
"O*ices »0 all eem BI’.G. networks.  Vai KM* naming systems
hw.x beets designed but moo of liiOi; S.tuieturgs atv hierarchical
where each, name maps to une object. This p.1jxr proposes SNS
architecture TO iac.Mitnv one name mapping many objects and
ob’ains one T&Y*

‘Anb the assumgtion that an organization may have many
bran* he* and U'S the same « : e for the same 2 It every
branch mam * . Tne current ile services are
impienemcd Ci the: hierarchical structure, luis structure
contains  simple parent-child relationship whkh provides a
unique name. Inés lestnction guarantees that a aarne uniguely
identifies a single leafin The tree. Names at the leaf nodes of the
tree represent individual objects Thus. limits names to he
shared- The new structure. 07! the Other hand, employs bod) the

concepts of sets and frees. So, names at the leaf nodes may {V

represent individual objects bu! a ses of objects. The structure
satisfies That one name can be shared. However, an exact otgecr
returns 'a client is considered. A résolu on process inclu ing
a.flltermg process based on user location or created date an
hits, has been proposed to find a required object.

" " also_consider to IDiensiveness of die resolution process
which will increases traffic. So. caches maintained ol the name
servers Wil be used to reduce ihe traffic. Finally, using the
Eroposed.SNS message protocol, all limitations and drawback
hat mentioned m section 3 has been completely solved.
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Is It Possible to Use One Name for Many Sites?

L. Preechaveerakui
Department o f Mathematics. Faculty of Science
Chuialongkom University. Thailand 10330

Abstract -

10 mpuier system s

Somoes play an imoportant role in all
to resolve the objects. A naming
systen is necessity to  imoplem ent Although the
existing miming Lo are imopinmenled houh in
distributed and nan-distributed ‘stem s, m ost o ftheir
Structure are inexerthr ai The structure obtains D
limitasions and drawback: unigueness, scalability, and
anonym ity. In real world, the organizations with m any
branches som etimes regquire the situation called one
mamoe T moany objects - one result for its unity
However moss at she current naming systems Jo not
sI'IVC Therefore, tills "laperproposes a tier, naming
system ailed Shamble Tan If Systen that ran he
solved the lim itations and drawback and maintains
unir, of the organisations. W ith thisproposed solution,

the extension o fnetwork system s will no he lim ited.

Keywords Distributed system, naming system

1 Introduction

Names have several purposes in any v\stems.
Ait important purpose is  facilitate referring the
objects. Names are used to share resources, to
uniquely identify entities. ' refer '’ locations,
and so on [12j. In the computer world, a vast
interconnected ~ collection of ¢  computers
called Internet, needs names to reier to the
addresses. An open protocol standards. TCP. IP
protocols ., !ﬁ) are comforted machines from
anywhere to communicate. Standard and non-
standard application protocols have been
developed for services especially, name service
which is a fundamental service to all computer
networks. A variety of name service has been
developed to map physical resources to logical
names. Global Name Service (6NS) [4L Handle
System [is], Network Information Service Plus
(NIS+t [91, Novell Directory ServieefNDSI[!, 5]

p. Bhattarakosoi
Department of Mathematics, Faculty o f Science
Chuialongkom University, Thailand [0330

and Domain Name System (DNS) [6, 7, 8] have
hierarchical name space. We summarize the
features of each name service in Table 1 and
found their limitations.

We conclude limitations and drawback of
them in section 2. We propose the new naming
system called Sharable Name System fSNS)
which address limitations and drawback of
current name services in section 3. This paper
contributes for the name service chat can be
shared:- one name to many objects. In section 4,
we discuss our work. Finally, we give our
conclusion.

2. Limitations and Drawback of
Various Name Services

Since the structure of each name Service
referred in section 2 is hierarchical Most of them
have the limitations and drawback that we
categorize into 3 groups: uniqueness, scalability
and anonymity.

I-ttiji.eue o

The structure of each name service is
hierarchical: therefore each name in a tree must
be unique
Seaiahiuiy

Most of the existing naming systems were
designed for people from a single language
(English), not other languages.

Anonymity

It is sometimes necessary to say things
anonymously [2]. The name service structure is
hierarchical so that it is easily traced back to its
ancestors in the tree.

In order to solve these limitations and
drawback, hence we propose live new naming
system called Sharable Name System (SNSi-
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TABU: ! FEATURESOF THE EXISTING NAME SERVICES.

Global Name Service (GNSi

Ikindle System

Network Information Service Plus fN1S-)
Novell Directory Service (NDSr

Domain Name System (DNS)

3. The New Naming System
31 System Environment

We consider the system environment based
on most of organizations that have more than
one office locations. For example. Prince of
Songkla University (PSU) has 5 campuses
located ill different provinces that are HatY'at.
Pattani. Phuket, Suraitani. and Trane. Figure 1
presents the structure of PSU and shows that
each location consists of 3 divisions: Storehouse
('}, Administration (A), and Human Resource
<HR) divisions. Although these divisions have
the same name, their locations are different.
Each division of every location performs the
same tasks. For example, the Administration
division at HaiYat has the same functions as
Administration divisions of other 4 campuses.
Using the same name for the same task helps
everyone clearly understand and easily
remembering, and also helps PSU maintains
unity of its organizations. Therefore, the system
environment that will he taken into the
consideration of this research IS an organization
that consists of many branches with the same
name and every same type ofdocument uses the
same document name as "veil. This situation is
called "one name - many objects one result"
(ONMOOR.V

3-2 Problem Statement

Solving the problem of “one name - many
objects - one result” to serve the user needs is a
challenging problem. Considering the situation
ofaperson who need to contact a HR division of
PSU or looking for a student information of
PSU. the problem occurred is “which location

31
Sharing unique name Scalability Anonymity
No Yes No No
Yes Yes No
No No No
No No No
No L Yes No

Storehuitne 15

LdmmNnuton (4} Hurwn

Resource (1R

Figure 1 Prince of Songkla University and campuses.

(or document) is the right place (or document)
for that personI'. Using a computer searching
system like google.com, the user will obtain
more than one answers at a search result, and the
user may not be satisfied according to time
consuming in searching for the right one.
Because of many naming systems are
hierarchical structure and each node must be
named differently. Therefore ail existing naming
systems cannot solve the problem stated above.

33 The Structure of SNS

The global name space is a hierarchical
structure with a single root at the top. Each
name is a path in the global name space. The
objects arc the global names that point to
information ~about individual objects. A
hierarchical structure of the SNS employs the
concept of sets. Figure 2 illustrates the logic
organization ofthe SNS in the sense ofa global
name able to be shared. A single root at the top
in Figure 2is named as "PSU" and other nodes in
the tree are global names. A global name may
logically identity not only a single node, but
nodes in the tree. Each global name may point to
information about individual object or a set of

1 Not scalable in large scale network when merging and mov ing directory tree
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information about individual object. This means
that the SNS maps each global name "asetof
objects. For example, in Figure 2. the new
structure provides a sharahle name such a
store.psu from the left branch would map
storehouse at HatVai (obji; and store™tsu at the
right branch maps storehouse at Pauani (0hjz).
However, if we caii storeput. the result
provides a setofobjects: jobjl,0bj21

.\W_ :

Figure 2- The organization of SNS.

3.4 The SNS Message Protocol

TCP.IP protocol suite contains standard
application protocols for services. However, the
existing standard protocols do not serve a need
for sharing names. Therefore, we have designed
a new protocol called SNS message protocol.
The SNS queries and responses arc often
contained within TCP packets. Communication
inside the SNS protocol is carried in a single
format called an SNS message. Ail messages
both queries and responses are divided into 3
sections; Header. Question, and Answer section
as shown in Figure 3.

The header section contains fields specified
whether a message IS a query or response, and
also specified which of the remaining sections
arc presented. The ID field is an S-bit identifier.
The fg is a 1-bit field that specifics whether this
message is a query (0) or a response ). The
Opcode is a 3-bit field that specifies a kind of
guery in this message.

The RCODII is a 4-bit field with the return
code.The  values have the following
interpretation:

0 No error condition

1 Format error name server cannot interpret
the query.

2 Server failure  name server cannot process
the query.

IC ‘04 International Conference

3 Not implemented - name server does not
support the requested query type.
4-15 Reserved for future use.

The next two 16-bit fields specify the
number ofquestions and the number ofanswers
respectively. For a query, the number of
question is normally | and the other field Ls0.
Forareply. the numberofanswer is at least 1.

The format of the question section is a
query name. The query name is a global name
being look up. it is a sequence of one or more
labels. The query name field (QName) is stored
in Unicode. Each Unicode character is encoded
in LTF-fj (UCS Transformation Format). Each
label is a length and number of byte per
character followed by the number o f characters.
The name terminated with a byte of 0. The
following examples of global names show how
they are stored.

A global name “store.psu” is stored as
follow:

50 s jljOojr1cd3l{p: | 10]
The miter global name is . stored as
follow'
43 3 | . 6133 X 0

The last example shows a Thai global name
which uses non-ASCII characters.

The global name that is able ) stored in
Unicode expands to encompass various
languages not only English. Therefore, the
limitations of scalability as we mentioned
previously has been solved.

The answer section may contain one or more
records called the SNS records. The number of
records is specified in the corresponding field in
the header section. Each SNS record contains
name, time-to-Uve. SNS data length and
SNSDATA field. Figure 4 describes format ofan
SNS record.

The name field is a global name which
SNSDATA corresponds. The name field has a
same format as described in query name field.

The time-10-live field iTTL) is a 16-bit field
that specifies the time interval (in seconds) that
the SNS record may be cached before it should
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0 12 31415 6j7]
ID jfg | Opcode
Numberofquestions

Numberofanswer SNS re_cords

Vanabie number of QName

19 jiojli 12 13 14 15

Variable number of SNS records

Figure 3The SNS Message Format

be discarded. The SNS data length specifics the
amountofSNS data.

The SNSDATA is a variable length string that
describes the global liante varies according to a
set of objects including the two important
attributes: location and created Date.

% Name }

Tin“ w-iiv e
 SNS daia fength

# SNSDATA %

Flgﬁ@ 4 Fermat of SNS record.

3.5 Query and Response example

The follow ing query and response illustrates
name server behawor When a client queries it
global name "StOre.psU" to & name SEIVEr, the
question section is stored store.psu. The query
message format may look like:

Header I Opcode -- query
: Question  1QName - store.psu
Answer  1<empiy>

The response may be:

1 Header QR - Response. Opcode = query
Question  QName - store.psu
Answer  store.psu 86400 I1Sobjl HaiYai 13012001

store psu X6400 !0 obj2 Partani 05032002

367
RCODF Header
Question
Answer
3.6 Active Components
SNS is a client/server model. The active

components are name servers and resolvers.
Resolvers are the clients that access name servers.
Normally, a resolver is a part ofan application. A
resolver queries a name server to map names to
objects. The concepts of sets and trees are
provided for name to object translation. Each tree
contains nodes which resolve to a set of objects
or may referto other servers. A path, through tile
tree terminates at a node. The set of objects
contained that in the node is relumed as the result
ofthe path. The querying type should be one of
the following types: full path such as a global
name; Siure.psu or a combination of global
names:  stt>rt\psu:w<jfvhou.ye kiiiyaLpsii.  and
some pans of the path such as Maore.psu:
iocCU-Inuyui. ~ The path store.psu’.warehouse,
imtyai.psu is a setof paths.
Before ~we describe the mechanism

resolution process, let USlake a closer look at the
global name properties.

3.7 Global Name Properties

We use names to indicate the objects, and
may refer as documented files, images, addresses,
etc. Each name has its properties and certainly
has an identity. Our work proposes a sharabie
name for objects, so that identifying the right
object is very important issue. Therefore, we
define a global class (Geiass) to store the
information of each global object. Additionally,
User class (Uciass) is defined to store some
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information inch a> location. We also >low a
relationship between the global class and the user
class in Figure .

query b

Figure 5 Class diagram of User and
Global and their relationship.

Uclass stores one of die important attributes
called Lilocality which is a value of client
location. Gclass Stores Gname, Gobi. Glocaiity.
GcrDaie. and Gtypc. Gname is a global name.
Gob] is an object that related to Gname. Glocaiity
is a value of a global object location. Every time
a global name is queried. Gcount is increased by
i.Gcount will be setto 0 atthe firsttime Gname
is created or when time-to-live t'TTLi is 0 or 1.
Gtype attribute specifics whether a global name is
a leafnode (Lf! oranode iNd)in the global name
space. Normally, a (.'locality attribute in Uclass
comes from a location ofa local name server that
a diem queries a global name. Each name server
Will store database of Gclass. Every tinte a new
object is created. Us information will he stored
alter registration process.

Tile example below refer to Figure :.
2n0ple s a local name server 1S P
Gelass.

Suppose that Gcldss contains ; annhuics:
s'Gname, Gobi. Glocaiity, createDale. Gcount.
G'ype>. The following table shows the data
stored in Gcelass

and Stores

Gname ;Gobi Glocaiity
store,p.  jobii HatYai  13-01-2001is Lf
store.psu K>b2 Panani  ©5-03-2002]2 Lf

hatvai.psu [obj3 HatYai |'-1I-W vix Nd

|
phukct.psujobjx 'Phuket  30-00-200016 Nd

GerDate SGceounrGtype j

in addition. Uclass contains two attributes:
<Uobj. Ulocalily> and the example is shown
below :
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Uohj Lilocality
:Uobjl HatYai

3.8 Resolution Process

To find the exact object, a resolution process
has been constructed. When a client queries a
name fq :q ¢ ....q.} which may be one of the
previously querying types, at local name server,
and tile local name server does not know the
answer, a process to decompose the query into
subqueries iq,. q ... q.jis invoked. Other name
servers are queried to determine a mapping from
each subquery name to a set of objects. When
each subquery returns, a process to intersect all
subqueries is invoked and gives the answer
(ANS )either a unique object or 3 set ofobjects. If
ANS is a unique object, a local name server
returns AN'S to a client. If ANS is a set of objects,
a local name server invokes a filtering process to
guarantee a client to receive the right unique
object based on alocation or a latest created dale.
The algorithm of FilteringProcess describes
below:
| Use Quicksort algorithm to sort AN'S ({Ohj,,
Ohj: e 0hjl') based on counting factors:
location and created dale, respectively.
2. A local name server takes a client location
comparing to the location of each object in
sorted ANS.
If one object O bij in sorted ANS has a same
location as a client
ihen
Return Obi. to a citent
else if there are a setof objects (10hj;. Oh);,
0hjJ)«T noobject m sorted ANS
has a same location as a citent
then
For each object m stired ANS
Find obj; with a latest created date
Return obji to a client.
This algorithm requires the expected time in
Otn + log ). So that, tile complexity is 0(11 log
). The reason for choosing the latest created date
object is based on the human nature that loves to
get the new and up-to-date object. However, if
live answer after filtering does not satisfy the
client, the user can ask for the whole answer list
on a basts of hit. In this case, our hit comes from
the Gcount attribute in Gcelass. The more value in
Gceount is, the more that object is queried.
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Using the example of Gciass and Uclass

described in section 3.7, the above algorithm
gains the following results:
Example: Suppose a client at psu queries
store.psu to its local name server “psu”. the ANS
returns iobjl, 0bj2j. Therefore, the
FilteringProcess is invoked and the final result is
0hj2 because no object in ANS has the same
location as the client and the algorithm chooses
the latest created date of the object in ANS and
returns only one object back to the client.

4, Discussion

The SNS is based on TCP IP protocol and
provides facility for mapping one name to many
objects. This feature fulfils a need of many
organizations with many branches to maintain the
unity of its organization and ease anyone to
remember one name regardless of what the
objects are. As a result, we expect that the SNS
can be implied to wuse not only in any
organizations, but also in Internet such a referring
to any web pages that may use the same name but
different locations and FTP applications.

The structure of SNS employs both sets and
trees. The property of tree helps the organization
remains scalability. This means the increasing of
the number of objects remains effective.
Furthermore, the property of set provides one
name can be referred to many objects. The
tillering mechanism quarantees users so obtain
the right objects. The tune complexit]y of the
mienne algorithm is G(n log ). The SNS
message protocol that uses Unicode characters is
designed ! serve a need ol naminﬁ objects bom
ASCII characters and non-ASCII characters. This
property  expands to  encompass
languages. The SN'S queries and responses are
contained within TCP packets to guarantee that
the data delivered between connections does not
he lost, especially the SNS responded data.

5. Conclusion

The current name services are implemented
in hierarchical structure. This structure contains a
simple parent-child relationship which provides a
unigue name. Names at the leafnodes of the tree
represent individual objects. Thus, it limits names
to be shared. This paper proposes SN'S
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architecture to facilitate one name snapping many
objects arid obtains one result.

The new structure, on the other hand, employs
hoth the concepts of sets and trees. So. names ‘at
the leaf nodes may not represent individual
obtlec,ts but a set of objects. The structure
safisfies that tine name can be shared. However,
an exact object returns to a client is considered. A
resolution process including a filtering process
based on user location or created date and hits,
has been proposed to find a required object.

We also consider to intensiveness of the
resolution process which will increases traffic.
So, caches maintained in the name sen LTs il be
used to reduce the traffic. F|naII)(, using . the
proposed SNS message protocol all limitations
and drawback that mentioned in section 3 has
been completely solved.
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Abstract

Names are usually used ) referring the objects.  the computer world, name sen ices are
fundamental sendees to all computer networks. Several name sendees have been developed
to map physical resources to logical names. Most ofcurrent name sendees are hierarchical
structure. Therefore, each name in a tree must he unique.  the real world, sometimes we
want to share a name especially, in the organization with more than one office locations. This
paperproposes a new naming system which supports the shamble name.

1 Introduction

Names have several purposes in any systems. An important purpose is to facilitate referr_ingi
the objects. Name sendees arc fundamental services that map physical resources to logica
names. There are several name services have been d_eveIoFe . Global Name Service (GNS)
El], Handle System ([16}) Network Information Service Plus (NIS+) [5], Novell Director
endee (NDS% [4] and Domain Name System (DNS) [2, 3] have hierarchical name space.
name is a Fat in a tree and the nodes with a same parent must have different names. The
hierarchical structure with a simple parent-child relationship provides a unique name. This
structure enables a system to grow indefinitely. However, it restricts each name to be unique.

We describe limitation and drawback ofthc existing naming system in section 2. We propose
the new naming srstem called "Sharable Name System" and discussion in section i and 4.
respectively. Finally, we give future work in section 5and conclusion in section 6.

2. Limitation and Drawback of Various Naming Systems
We categorize the limitation and drawback into uniqueness and anonymity.

- Uniqueness', the structure of each naming system is hierarchical: therefore each name in a
tree must be unique.

- Anonymity: sometimes it is necessary to say things anonymously but the hierarchical
structure of naming system is easily traced back to its ancestors in the tree.

Hence we propose the new naming system called Sharable Name System (SNS).

3. Sharable Name System (SNS)
31 System Environment

We consider the system environment based on most of organizations that have more than one
office locations. For example. Prince of Songkla University (PSU) has 5 campuses located in
different provinces that are HatYai, Pattani, Phuket, Surattani, and Trang. F|gure 1 presents
the structure of PSU and shows that each location consists of 3 divisions: Storehouse ( ),
Administration (A), and Human Resource (HR) divisions. Although these divisions have the

Copyright © held by author/owner
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same name, their locations are different. Each division of every location performs the same
tasks. For example, the Administration division at HatYai has the same functions as
Administration divisions of other 4 campuses. Using the same name for the same task or the
same object helps everyone clearly understand and easily remembering, and also helps PSU
maintains unity of its organizations. Therefore, the system environment that will be taken into
the consideration of this research is an organization that consists of many branches with the
same name and every same type of document uses the same document name as well. This
situation is called “one name - many objects - one result ” (ONMOOR).

PSt

[ [ ] [ |

T'rang I Surattani ] l HatYai I ? Patani I Pluket

Storehouse (S) Adminstration (A) Human resource

(HR)

Figure 1 Prince of Songkla University and campuses.

3.2 Problem Statement

Solving the problem of “one name - many objects - one result” to serve the user needs is a
chaIIengin? roblem. Conmdermg the situation of a person who needs to contact a HR
division of PSU or Iookin%for student information of PSU, the problem occurred is “which
location (or document) is the right place (or document) for that person?”. Using a computer
searching system like google.com, the user will obtain more than one answers at a search
r_esHIt, and the user may not be satisfied according to time consuming in searching for the
right one.

Because of many naming systems arc hierarchical structure and each node must be named
differently. Therefore all existing naming systems cannot solve the problem stated above.

3.3 Structure and Resolution Process of SNS

The SNS s a client/server architecture. The concepts of sets and trees are provided for name
to object translation. A global name space is hierarchy. Each name is a path in the global
name space. A path through the tree terminates at a node. Each node ma¥ resolve to a 1 of
objects or refer to other servers. The querying type should be one of the following types: full
path such as a global name; store.psu or a combination of global names; and some parts of
the path such as store.psu:loc@hatvai. The path store.psu:warehouse.hatyai.psu is a set of
Baths. Figure 2 illustrates the logic organization of SNS in the sense ofaglobal name able to
e shared. The new structure provides a sharable name such a store.psu from the left branch
Would.maglstorehouse at HatYai (objl) and store.psu at the right branch maps storehouse at
Pg%a{m (obj2). However, if we call store.psu, the result provides a set of objects: {ohjl,
obj2{.
To find the exact object, a resolution process has been constructed. When a client queries a
name (qqglz ....qn) which may be one of the previously querying types, at a local name
server, and the local name server docs not know the answer, a process to decompose the

query into subqueries (qi, q:...., 0,) is invoked. Other name servers are queried to determine
a mapping from each subquery name to a set of objects. When each subquery returns, a
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store store ... hatyai  __phuket

(HatYan) (P‘lyl ‘\

science ...  warchouse  buzcom  ...tourism

-

Xyz
Figure 2 The organization of SNS.

process to intersect all sub?ueries is invoked and gives the answer (ANS) either a unique
object or a set of objects. [f ANS is a unique object, a local name server returns ANS t0 a
client. If ANS is a set of objects, a local name server invokes a filtering process to guarantee
aclient to receive the right unique object based on a location or a latest created date.

Before we describe the algorithm of filtering process, we define a global class (Gcelass) to
store the information of each global object. Additionally, a user class (Uclass) is defined to
store some_information such as location. The relationship between Gcelass and Uclass is
shown in Figure 3.

Uclass  query Gelass
Ulocation
Gname
Gobj
Glocafion
GereateDate

Figure 3 Class diagram of User and Global and their relationship.

The follow ing example refers 10 Figure 3.
Example', a local name server is psu and stores Gelass. _
Suppose that Gelass contains 4 attributes: <Gname. Gobj. Glocalitv. GereateDate>. The

following table shows the data stored in Gclass.

Gname Gobj Glocation GereateDate
store.psu objl HatYai 12-02-2000
store.psu ohj2 Phuket 23-09-2001
hatval.psu ohj3 HatYai 01-10-2001
phuket.psu objx Phuket 30-04-2000

@c{ditionally, Uclass contains two attributes: <Uobj, Ulocation> and the example is shown
elow:
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Uabj location
Uobjl HatYai

The algorithm of filtering process describes below: . _
1. Use Quicksort algorithm to sort ANS ({Obji, OhJ........ Objt}) based on counting factors:
location and created Date, respe_ctlvelly. _ . . o
2. A local name server takes a client focation comparing to the location of each object in
sorted ANS. . .
3, ITfhone object (Obji) in sorted ANS has a same location as a client
en
return Obji to a client o ) o
Else if there arc a set of objects (‘Obji, Ohj:..... Ohji}) or no object in sorted ANS has a
same location as a client
Then o
For each object in sorted ANS
Find objj with a latest created date
Return objj to a client.

The reason for choosing the latest created date object is based on the human nature that loves
to get the new and up-to-date object. However, If the answer after filtering does not satisfy
the client, the user can ask for the whole answ-er list on a basis of recent created date.

Usir}tg the example of Gclass and Uclass described previously, the above algorithm gives the
results:

Example I\ Suppose a client at psu queries store.psu to its local name server “psu”, the ANS
returns {obji, Obﬁ{ Thus, the FilteringProcess is invoked and the final result is obAZ since
no object in ANS has the same location as the client and the algorithm chooses the latest
created date of the object in ANS and returns only one object back to the client.

ExamR}e 2: Suppose a client at HatYai queries store.psu to its local name server “halyai.psu'k
the ANS returns {obji. obj2{. Thus, the FilteringProcess is invoked and the final result is
obji the same location as the client.

4. Discussion

Based on TCP, IP protocol, the SNS provides facility for mapping one name to manK objects.
This property fulfils a need of each organization with many branches to maintain their unity
and case anyone to remember one name regardless of what the objects are. Furthermore, the
structure of SNS that employs both sets and trees helps the organization remain scalability.
This means that the increasing of the number of objects remains effective and the filtering
process guarantees users to obtain the right objects.

5. Future Work

We are going to use mathematical theory' to prove this proposed solution and simulate the
SNS client/server program.

6. Conclusion

With the assumption that an organization has many branches and using the same name for
the same task ith every branch makes the _org1an|zat|0n maintain its unity. The current name
sendees are implemented in the hierarchical structure. This structure contains a simple
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parent-child relationship which provides a unique name. This restriction guarantees that a
name_uniquely identifies a single leaf in the tree. Names at the leaves of the tree represent
individual objects. Therefore, it limits names to be shared. Sharable Name SKstem (SNS), on
the other hand, provides each name enable to be shared. SNS employs both sets and trees.
The organization with many branches and using the same name for the objects located in
different locations retains the unity of its organization. As a result, w-c expect that SNS can be
implied to use not only in any organizations, but also in Internet especially for referring to
any web pages that may use the same name hut different locations and FTP applications.
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Abstract

The Internet currently connects millions ofhosts around
the world. The domain name system (DNS) translates
nearly all human-readable names to IP addresses. Since
its structure was designed to be hierarchical, host names
mustbe unique. The size and nature ofthe Internetcom-
munity has changed from a homogenous culture and
common language to various linguistic, cultural and ed-
ucational backgrounds. Supplements to the existing so-
lutions do not solve cybersquatting and trade name is-
sues. We address some of the failings of the DNS and
outline a new Naming System that solves some of the
problems of the existing system.

1 Introduction

The Internet connects millions of host computers
around the world. The provision of a name service is
a fundamental sen ice in all computer networks. Since
computers communicate with each other on the basis of
host addresses, the wide variety of network applications
such as electronic mail. WWW. and remote login need
easily remembered names. Thus, there isa need to map
names to addresses and the architecture called Domain
Name System (DNS) forname translation has been con-
structed. This paper starts by taking an overview of
the Internet Domain Name System to describe the back-
ground, the functionality and role of the Domain Name
System in the Internet 11, 14]. The limitations and fail-
ings of Domain Name System [4] are discussed. Fi-
nally, we propose a name service which addresses some
of the failings of the DNS.

2 ,[A)\n O\zerKiew ogthe Internet
omain Name System
2.1 Historical Development

In the late 1960s, the US Department of Defense's
Advance Research Projects Agency, ARPA (later
DARPA), began funding an experimental wide area
computernetwork thatconnected important research or-
ganizations in the US, called the ARPAnct. Its goal

1D

con-.-' govs orvp  au'T arpa™'

[0gd] " n-addr arjw

son: O

Figure 1: The organisation ofthe DNS

was to allow government contractors to share expen-
sive or scarce computing resources. From the begin-
ning. users ofthe ARPAnct used the network for sharing
tiles and software and exchanging electronic mail, then
using shared remote computers. Through tile 1970s. tile
hosts.IM file, mapped every name to address for every
host connected to the ARPAnct and was maintained by
SRF " Network Information Center (NIC). The size of
hosts.tXl grew in proportion to the growth ill the num ber
of ARPAnct hosts. When the population of the network
exploded, the file based NoStS.txl mechanism was unable
to cope with rapid addition of hosts, name collisions,
and consistency of the name space. These problems
show' that the hoStS, Xl mechanism didn't scale well.

In 1984  the Domain Name System was designed by
Paul Mockapetris superseded hoSts.txt.

2.2 Domain Name System

Domain Name System (DNS) is a distributed database
based on the TCP/IP protocol. The DNS maps human-
readable host names to numerical 1P-addresses. The
database structure is strictly hierarchical. A name such
as serc.rmit.edu.au has a structure as shown in figure 1

Each domain name is a path in a tree, called the do-
main name space. The tree has a single root at the top
called "the root". Every node has a label of up to 63

'SR1: the Standford Research Institute in Menlo Park, California
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Figure 2: The Resolution Process

characters except the root and must have a unique do-
main name. A domain name that ends with a period
is called an absolute domain name or a fully qualified
domain name (FQDN) for example: scrc.rmit.edu.au.

The existing domain name space is categorized into
2types oftop-level domain (TLD): generic (gTLD) and
geographic or country-code (ecTLD). The information
about the domain name space is stored in programs
called name servers.

Resolvers are library routines called by programs to
look up names. A resolver performs name resolution or
asks a name server to do it by querying name servers
to determine a mapping from a name to an address.
Queries may be recursive, in which case the server
must return the resolution response into a result, or lion-
recursive. in which case the server returns only the in-
formation it knows.

A generic resolution example is shown in ligure 2
with a briefexplanation

1 Name server A receivesa query from the resolver.
2. Name server A queries Name server B.

3. Name server B refers name server A to other name
servers, including c.

4. Name server A queries name serverc.

5. Name serverc refers name server A to other name
servers, including D.

6. Name server A queries name server D.
7. Name server D answers.

8. Name server A returns answer to resolver

3 bimitati ns ang Failings of the
omain Name System

Since the DNS structure is hierarchical, each host map-
ping to each IP address needs to be unique in the nee.

There arc 3 groups of limitations and failings in the
DNS: uniqueness, scalability' and anonymity.

Uniqueness

Legal and social problems have occurred. Intellectual
property has been disputed. In this case, if the domain
names chosen by a person seem related to the trade
names or a company, the person may not be able to
use them at ail. The had faith registration of a domain
name, called cybersquatting, also occurred. The pop-
ular address space has been exhausted in a very short
time. There are many products and companies that le-
gitimately use the same name. There is no Systematic
way to guess the required domain name and there is
no practical way for them to share a name. Although
search engines can sometimes assist, they cannot solve
every query. The search engines do not cover the en-
tire web. New, poorly referenced sites might as well not
exist and not all search engines find all web pages.

Scalability

The size and nature of the Internet community has
changed. Originally, it consisted of people from similar
cultural backgrounds and a single language (English)
and has expanded to encompass various linguistic, cul-
tural and educational backgrounds [6].

Anonymity

It is sometimes necessary to say things anonymously.
Domain names are easily traced back to someone higher
in the tree. Thus, it is essentially impossible to protect
a domain name from retribution while simultaneously
advertising Its existence to potential correspondents.

4 A Variety of P Eyict
£ Varety of Proposed Existing

We can divide the existing solutions into 2 groups.
Those that supplement the existing DNS service and al-
ternate name services.

| . .
4) ggRﬁéeementmg the Existing DNS

Several approaches have been made to supplement-
ing DNS. First, the Internet Corporation for Assigned
Names and Numbers (ICANN) had an agreement to in-
troduce new gTLDs for supporting a wide variety of
user groups [11], Second, some companies such as
Name Space or Image Online Design have tried to re-
configure either DNS servers or individual PCs to easily
access more TLDs [2], A new approach called Real-
Names has been proposed to help novice users avoid
both the DNS and search engines altogether. How-
ever. none of these approaches resolve the underlying
ofuniqueness and postpone scalability issue.

Methods such as the single-proxy method. Onion
Routing Protocol [8], Crowds 110] and Hordes has been
considered to support the anonymity issue [12],
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Several other name servers have been developed. In
1986, Lampson and his colleaques at the DEC Systems
Research Center have designed a global name service
(GNS) [7] for use in an internetwork which supports a
naming database that may extend to include millions of
hostcomputersand eventually e-mail addressing for bil-
lions of users. A naming database GNS compose of
atree ofdirectories holding names and values. Each di-
rectory is assigned an integer, which serves as a unique
directory identifier(D1). GNS successfully addresses the
need for scalability and reconfigurability with the ex-
ception ofthe solution adopted for merging and moving
directory trees [5]. For example, 2 previously seperate
GNS services may be integrated with the innoduction
ofa new root above the two existing roots. The well-
known directory tables are used to store the previous
directory identifiers and remap to the current real root
directory of the naming database. Whenever the real
root of the naming database changes, all GNS servers
are informed of the new location of the real root. In a
large-scale network, reconfiguration may occur at any
level. This makes this table grow rapidly, conflicts with
the scalability goal.

The Handle System was developed to be a persistent
name service and allow secured name resolution and ad-
ministration over the Internet [13], Persistentname ser-
vice means that the system allows name to persist over
changes of location, ownership, and other network state
conditions.

The Network Information Service Plus (NISO from
the SunSoft engineering team 19] and Novell Directory
Service (NDS) from Novell, Inc. [3] arc being devel-
oped their service not only to support in local area net-
work but also supplement and computability on the In-
ternet. These systems are actively persuing the scalabil-
ity, but are typically targeted within organisations.

Table 1summarizes various naming system features.

Furthermore, we conclude each name service and its
role and functionality in Table 2.

With these proposed solutions, we found that it
couldn't solve the failings of the existing DNS. Table
3summarize the features ofthe existing solutions

5 The New Proposal

We are proposing a name service which addresses some
ofthe failing of DNS. We required that the server has:

1. Sharing names: the ability to share unique name
equitably among multiple valid claimants.

2. Scalability: itwill remain effective when there isa
significant increase in the number ofresources and
the number of users.

3. Decentralize administration via delegation: a do-
main can divide into subdomain. Each subdomain

P10
G )Y s

ceke('

«P b

Figure 3: The organization of proposed DNS

or delegation is responsible for maintaining all the
data.

4. Efficiency: it is a distributed database with hier-
archical structure that allows different parts of the
naming database to be maintain by different en-
tities. Additionally, caching obviates the query
which can’tanswer locally and need to query' other
SErvers.

5. Opacity": the use ofa name conceals from the user
location in IP-address components in a distributed
system. Location opacity enables resources to be
accessed without requiring knowledge of their lo-
cation.

6. Local customisation: partially specified names can
use sensible defaults based on user preferences and
network setup.

The new service employs both the concepts of sets and
nees to provide name to address translation. Each nee
contains nodes which may refer to other servers or re-
solve to a set of host IP addresses. A path through the
tree terminates at a node. The set of host IP addresses
contained in the node is returned as the result of the
path. The intersection of the sets from multiple paths
yields the name to address translation. For example, the
path market.A.vic.au.loc has a structure similar to the
original DNS structure. A resolvable domain name is
a set of paths such as coke.tm:vic.au.loc:softdrink.prod.
Its structure is show'n in figure 3.

The dashed line represents the combination of do-
main names to form a translation. To find the exact
IP address, a new resolution mechanism has been con-
structed. When a client queries name at a local name
server, as shown in figure 4, and the local name server
does not know the answer, a process to divide the query
into subqueries is invoked. Other name servers are
queried to determine a mapping from each subquery
name to a set of IP addresses. When each subquery re-
turns, the process to intersect all subqueries is invoked
and an answer is provided to the client. Figure 4 illus-
trates the full resolution process with a brief explana-
tion.

1 A client the IP address of

need to know
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Feature DNS

Human-readable Yes
Unique Object Identifier (O1D) No

Hierarchical name space Yes
Location Transparent Yes
Support to Internet Yes
Support to small network Yes
Support to large-scale network Yes
Scalability Yes

Security Originally

-No

Since 1987 - Yes

High Availability Yes

GNS Handle System  N1S+ NDS
Yes Yes Yes Yes
Yes Yes No No
Yes Yes Yes Yes
Yes Yes Yes Yes
Yes Yes No No
Yes Yes Yes Yes
Yes Yes Yes Yes
Yes/No? Yes Yes Yes
Yes Yes Yes Yes
Yes Yes Yes Yes

Table 1: Features ofvarious naming system

Name Service

Global Name Service (GNS)
Handle System

Role and Functionality

Support a large naming database distributed in an internetwork.
A persistent name service for large number of entities and allow each

existing local name space join the global handle name space.

NIS+ and NDS

Services in each organization, stored information ofany resources where

all workstations on network can access it.

Table 2: Name services and their role and functionality'

server A

. Name server A takes each subquery (qi 1g2, gs, ...,
q,) to name server B (rootname server)

. Name server B returns the rootname serverofeach
subquery to A

. Name server A queries gi.., to name server CI, ,,

. Each name serverfCi.. ) resolves its subquery by
either returning data held on the name server or
querying the set of name servers a delegation has
been made to. The server returns the union of the
sets of IP-addresses found
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6. Name server A intersects anS],an s 2, ans,,

7. Name server A returns answer to resolver

6 Discussion

A hierarchical structure with a simple parent-child rela-
tionships ofthe existing DNS provides a unique domain
name. This restriction guarantees thata domain name
uniquely identifies a single leaf in the tree as shown in
figure 1. Domain names at the leaves of the tree repre-
sent individual hosts. An interior node of the tree can
name both a host and point to information aboutthe do-
main. This structure limits the growth of the Internet
community.

The new structure, on the other hand, employs both
the concepts of sets and trees. Thus, domain names
at the leaves of the tree may not represent individual
hosts but a set of host IP addresses. The flexibility of
this structure reduces the problems of cybersquatting
and trade names issues and still scales. The mechanism
reduces cybersquatting and trademark problems by al-
lowing many organisations to share a name - as is the
case with trademarks - which are distinguished by con-
text. Cybersquatting is impractical when the monopoly
enjoyed by a domain owner under the existing DNS
is replaced by a system where names can be shared.

_ 2not scalable in large-scale network when merging and moving
directory tree



Add new gTLD
Reconfigure DNS serveror PCs
RealNames
Proxy serveroranonymous protocol
Global Name Service (GNS)
Handle System
Network Information Service plus (N1S+)

; Sharing unique name  Scalability ~ Anonymity
No No No
No No No
Yes No No
No No Yes
No Yes/No- No
Yes No No
No No No
No No No

Novell Directory' Service (NDS)

Table 3: Features ofthe Existing Solutions

However, the intensiveness o f the resolution process in-
creases traffic. Caches maintained in the name servers
will be used to reduce the traffic.

T Future Work

We are currently working on simulating the new system.
Following that we will examine some problems with the
system such as merging the huge sets associated with
geographical names and the handling of languages other
than English.

Conclusion

The increasing demand for an Internet is affecting the
present DNS used to map host names to 11 addresses.
The popular names are being exhausted by nademark
holders and cybersquatters. Different methods have
been developed to supplement the existing DNS but
they do not solve the problems of intellectual property’,
cybersquatting, and name collisions. Wc¢ propose a new
name service that addresses some ofthe failingsof DNS
by remaining the uniqueness of name to address map-

pings.
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